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**Câu hỏi:**

1. Luật an ninh mạng quy định những hành vi nào được làm và không được làm? Các hình thức xử lý vi phạm là gì?
2. Hãy cho biết việc học kỹ năng mềm có tầm quan trọng như thế nào trong việc phát triển nghề nghiệp bản thân sau khi ra trường?

**Trả lời:**

**1. Sử dụng không gian mạng để thực hiện hành vi sau đây:**

a) Hành vi quy định tại khoản 1 Điều 18 của Luật này;

b) Tổ chức, hoạt động, câu kết, xúi giục, mua chuộc, lừa gạt, lôi kéo, đào tạo, huấn luyện người chống Nhà nước Cộng hòa xã hội chủ nghĩa Việt Nam;

c) Xuyên tạc lịch sử, phủ nhận thành tựu cách mạng, phá hoại khối đại đoàn kết toàn dân tộc, xúc phạm tôn giáo, phân biệt đối xử về giới, phân biệt chủng tộc;

d) Thông tin sai sự thật gây hoang mang trong Nhân dân, gây thiệt hại cho hoạt động kinh tế - xã hội, gây khó khăn cho hoạt động của cơ quan nhà nước hoặc người thi hành công vụ, xâm phạm quyền và lợi ích hợp pháp của cơ quan, tổ chức, cá nhân khác;

đ) Hoạt động mại dâm, tệ nạn xã hội, mua bán người; đăng tải thông tin dâm ô, đồi trụy, tội ác; phá hoại thuần phong, mỹ tục của dân tộc, đạo đức xã hội, sức khỏe của cộng đồng;

e) Xúi giục, lôi kéo, kích động người khác phạm tội.

f) Thực hiện tấn công mạng, khủng bố mạng, gián điệp mạng, tội phạm mạng; gây sự cố, tấn công, xâm nhập, chiếm quyền điều khiển, làm sai lệch, gián đoạn, ngưng trệ, tê liệt hoặc phá hoại hệ thống thông tin quan trọng về an ninh quốc gia.

j) Sản xuất, đưa vào sử dụng công cụ, phương tiện, phần mềm hoặc có hành vi cản trở, gây rối loạn hoạt động của mạng viễn thông, mạng Internet, mạng máy tính, hệ thống thông tin, hệ thống xử lý và điều khiển thông tin, phương tiện điện tử; phát tán chương trình tin học gây hại cho hoạt động của mạng viễn thông, mạng Internet, mạng máy tính, hệ thống thông tin, hệ thống xử lý và điều khiển thông tin, phương tiện điện tử; xâm nhập trái phép vào mạng viễn thông, mạng máy tính, hệ thống thông tin, hệ thống xử lý và điều khiển thông tin, cơ sở dữ liệu, phương tiện điện tử của người khác.

4. Chống lại hoặc cản trở hoạt động của lực lượng bảo vệ an ninh mạng; tấn công, vô hiệu hóa trái pháp luật làm mất tác dụng biện pháp bảo vệ an ninh mạng.

5. Lợi dụng hoặc lạm dụng hoạt động bảo vệ an ninh mạng để xâm phạm chủ quyền, lợi ích, an ninh quốc gia, trật tự, an toàn xã hội, quyền và lợi ích hợp pháp của cơ quan, tổ chức, cá nhân hoặc để trục lợi.

6. Hành vi khác vi phạm quy định của Luật này.

**Điều 9. Xử lý vi phạm pháp luật về an ninh mạng**

Người nào có hành vi vi phạm quy định của Luật này thì tùy theo tính chất, mức độ vi phạm mà bị xử lý kỷ luật, xử lý vi phạm hành chính hoặc bị truy cứu trách nhiệm hình sự, nếu gây thiệt hại thì phải bồi thường theo quy định của pháp luật.

**2. Tầm quan trọng của Kỹ năng mềm**

Thực tế cho thấy người thành đạt chỉ có 25% là do những kiến thức chuyên môn, 75% còn lại được quyết định bởi những Kỹ năng mềm họ được trang bị” – Wikipedia. Muốn đạt được thành công trong cuộc sống và sự nghiệp, bạn phải hội tụ đủ Kỹ năng chuyên môn (Kỹ năng cứng) và Kỹ năng mềm. Nếu sở hữu được các Kỹ năng mềm chuyên nghiệp, bạn sẽ đóng góp lớn vào sự thành công của một doanh nghiệp. Vì lí do này, các nhà tuyển dụng rất coi trọng Kỹ năng mềm và xem đây là một trong những yêu cầu tuyển dụng quan trọng. Như vậy, cuộc sống hiện đại với môi trường làm việc ngày càng năng độc, nhiều sức ép và tính cạnh tranh thì Kỹ năng mềm là một yếu tố không thể thiếu đặc biệt với người trẻ.

Ứng viên với những kỹ năng mềm tốt cũng có tiềm năng lớn để tạo thêm nhiều giá trị theo thời gian. Những nhân viên có thể huấn luyện cho người khác – và tự học hỏi ngay trong thời gian ấy – sẽ trao dồi cho mình kiến thức, rèn cho những mối quan hệ hợp tác vững chắc hơn và có khả năng trở thành người quản lý và tạo động lực nhanh hơn.

Việc ứng viên đánh giá thấp kỹ năng mềm có thể xuất phát từ niềm tin rằng các tiến bộ kỹ thuật đã giảm bớt tầm quan trọng của sự tương tác cá nhân. Ngược lại, công nghệ đã tăng tốc độ và tần suất tương tác với đồng nghiệp, không chỉ trong bộ phận mà là toàn công ty (đôi khi là tầm quốc tế). Nhiều người lại không chia sẻ về nền tảng và mong đợi của họ. Kỹ năng mềm là chìa khóa để giúp cho mọi giao tiếp và hợp tác trở nên hiệu quả hơn. Sở hữu khả năng xây dựng một mối quan hệ mạnh, ngay cả với những người ít gặp hoặc liên hệ, trở thành yêu cầu không thể thiếu cho nhiều vai trò khác nhau.

Kỹ năng mềm là tổng hợp các kỹ năng giúp con người tư duy và tương tác với con người phục vụ cho công việc nhưng không phải là kỹ năng chuyên môn/kỹ thuật. Kỹ năng “mềm” chủ yếu là những kỹ năng thuộc về tính cách con người, không mang tính chuyên môn, không thể sờ nắm, không phải là kỹ năng cá tính đặc biệt, chúng quyết định khả năng bạn có thể trở thành nhà lãnh đạo, thính giả, nhà thương thuyết hay người hòa giải xung đột.

Kỹ năng mềm khác với kỹ năng cứng để chỉ trình độ chuyên môn, kiến chuyên môn hay bằng cấp và chứng chỉ chuyên môn. Kỹ năng mềm bao gồm: Kỹ năng giao tiếp; Kỹ năng thuyết trình; Kỹ năng làm việc đồng đội; Kỹ năng quản lý thời gian; Kỹ năng lãnh đạo; Kỹ năng tư duy hiệu quả; Kỹ năng giải quyết vấn đề; Kỹ năng học và tự học; Kỹ năng đàm phán; Kỹ năng quản lý xung đột; Kỹ năng tổ chức họp…

Trong hành trang đi vào tương lai của mình, nếu bạn vẫn còn thiếu các kỹ năng mềm cần thiết thì thật khó mà bảo đảm rằng bạn sẽ gặt hái thành công, nó không chỉ giúp mỗi chúng ta tự hoàn thiện bản thân, nâng cao hiệu quả công việc mà còn góp phần nâng cao chất lượng cuộc sống. Hãy đến với Học viện Nông nghiệp Việt Nam, đến với Trung tâm Đào tạo kỹ năng mềm - nơi hội tụ đầy đủ các yếu tố về năng lực, kỹ năng, môi trường học tập tốt nhất để các bạn được tỏa sáng và phát triển.